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5.2.5.4.2
Npcf_SMPolicyControl_Create service operation
Service operation name: Npcf_SMPolicyControl_Create.

Description: The NF Service Consumer can request the creation of a SM Policy Association and provide relevant parameters about the PDU Session to the PCF.

Inputs, Required: SUPI (or PEI in case of emergency PDU Session without SUPI), PDU Session id, DNN and S-NSSAI,

Inputs, Optional: Information provided by the SMF as defined in clause 6.2.1.2 of TS 23.503 [20], such as Access Type, the IPv4 address and/or IPv6 prefix, PEI, GPSI, User Location Information, UE Time Zone, Serving Network, RAT type, Charging Characteristics information, Session AMBR, subscribed default QoS information, Trace Requirements and Internal Group Identifier (see TS 23.501 [2], clause 5.9.7), NSI ID, DN Authorization Profile Index, Frame Routes.

Frame Routes are defined in Table 5.2.3.3.1-1.

NOTE:
If SMF receives the DN authorized Session AMBR from the DN-AAA at PDU session establishment, it includes the DN authorized Session AMBR within the Session-AMBR, instead of the subscribed Session AMBR received from the UDM, in the request.
Outputs, Required: Identification of SM policy context.
Outputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1.

See clause 4.16.4 for the detail usage of this service operation.
	Next change


5.2.5.4.3
Npcf_SMPolicyControl_UpdateNotify service operation

Service operation name: Npcf_SMPolicyControl_UpdateNotify
Description: Provides to the NF Service Consumer, e.g. SMF updated Policy information for the PDU Session evaluated based on the information previously provided by the SMF, AF, CHF, UDR and NWDAF, as defined in clause 6.2.1.2 of TS 23.503 [20],

Inputs, Required: Identification of SM policy context.

Inputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1.

Outputs, Required: Success or Failure.

Outputs, Optional: None.

See clause 4.16.5.2 for the usage of this service operation.
	Next change


5.2.5.4.4
Npcf_SMPolicyControl_Delete service operation

Service operation name: Npcf_SMPolicyControl_Delete
Description: The NF Service Consumer can request the deletion of the SM Policy Association and of the associated resources.

Inputs, Required: Identification of SM policy context.
Inputs, Optional: None.

Outputs, Required: Success or Failure.

Outputs, Optional: None.

See clause 4.16.6 for the usage of this service operation.

	Next change


5.2.5.4.5
Npcf_SMPolicyControl_Update service operation
Service operation name: Npcf_SMPolicyControl_Update.

Description: The NF Service Consumer can request the update of the SM Policy Association to receive updated Policy information for the PDU Session.

Inputs, Required: Identification of SM policy context.
Inputs, Optional: Information on the Policy Control Request Trigger condition, as defined in clause 6.1.3.5 of TS 23.503 [20], that has been met such as Access Type, (new or removed) IPv4 address and/or IPv6 network prefix, User Location Information, UE Time Zone, Serving Network, RAT type, Session AMBR, or subscribed default QoS information, DN Authorization Profile Index.

Outputs, Required: Success or not.

Outputs, Optional: Policy information for the PDU Session as defined in clause 5.2.5.4.1.

See clause 4.16.5.1 for the usage of this service operation.

NOTE:
When this service operation is invoked by SMF, race conditions apply, which are defined in TS 29.513 [47].
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